
 

 

4th/1st QUARTER  
MERGERS & ACQUISITIONS  

 
Buyer:  SECURITY PARTNERS is an alarm company. 
 
Seller:  MACE CENTRAL STATION is an alarm 
monitoring center located in Anaheim, FL.   
********************************************** 
Buyer:  L-3 COMMUNICATIONS (NYSE: LLL)  
 
Seller:  MUSTANG TECHNOLOGY GROUP 
develops and manufactures radar-based sensors.  HQ are 
in Plano, TX.  They have about 115 employees with  
expected 2013 revenues of $36M. 
********************************************** 
Buyer:  ZEBRA TECHNOLOGIES 
 
Seller:  HART SYSTEMS provides cloud-based 
physical inventory management solutions and is owned 
by TOPSPIN PARTNERS LBO.  Hart is based in 
Hauppage, NY. 
********************************************** 
Buyer:  SEAGATE TECHNOLOGY (NASDAQ: STX)  
 
Seller:  XYRATEX (NASDAQ: XRTX) is a data 
storage company with HQ in the UK.  They have 1,931 
employees with TTM Revenue of $894.15M  
********************************************** 
Buyer:  MOTOROLA SOLUTIONS (NYSE: MSI)  
 
Seller:  TWISTED PAIR SOLUTIONS is a software 
company which provides integrated voice, text 
messaging, location and presence. 
********************************************** 
Buyer:  FIREEYE (NASDAQ: FEYE)  
 
Seller:  MANDIANT provides endpoint security  and 
incident response management solutions. 
********************************************** 
Buyer:  AVIGILON is an HD surveillance provider.   
 
Seller:  VIDEOIQ (NASDAQ: FIRE) is a Billerica, 
Mass.-based video analytics company. 
********************************************** 
Buyer:  PALO ALTO NETWORKS (NYSE: PANW)  
 
Seller:  MORTA SECURITY is a cybersecurity 
company based in the Silicon Valley. 
********************************************** 
Buyer:  VERINT (NASDAQ: VRNT)  
 
Seller:  KANA SOFTWARE is owned by PE Firm 
ACCEL-KKR.  They provide CRM solutions. 
********************************************** 
Buyer:  SECURADYNE is a systems integrator. 
 
Seller:  INTELLIGENT ACCESS SYSTEMS is a 
systems integrator based in Garner, NC with 65 
employees and $16.7M in 2012 Revenue. 

Buyer:  SECURTEK MONITORING SOLUTIONS  
 
Seller:  SCOTT SECURITY SYSTEMS is an alarm and 
video surveillance installation and monitoring company 
with HQ in Burnaby, British Columbia. 
********************************************** 
Buyer:  MERCAPITAL is a PE Firm. 
 
Seller:  SALTO SYSTEMS manufactures electronic 
locks with 290 employees based in Spain.  They sold 
22% of the business to MERCAPITAL.  
********************************************** 
Buyer:  GOOGLE (NASDAQ: GOOG) 
 
Seller:  NEST LABS develops thermostats and smoke 
detectors and are based in Palo Alto, CA. 
********************************************** 
Buyer:  ALARM CAPITAL ALLIANCE   
 
Seller:  HAWK SECURITY SERVICES’ 
RESIDENTIAL DIVISION FROM INTERFACE 
SECURITY SYSTEMS (ISS).  
********************************************** 
Buyer:  SECURITY EQUIPMENT COMPANY is a 
monitoring and systems design company.  
 
Seller:  ASSETS OF PROFESSIONAL SECURITY 
CONSULTING & DESIGN.  The monitoring company 
has HQ in Knoxville, TN.   
********************************************** 
Buyer:  VMWARE (NYSE: VMW)  
 
Seller:  AIRWATCH (NASDAQ: NTSC) provides 
mobile management and security solutions and is based in 
Atlanta, GA.   
********************************************** 
Buyer:  HID GLOBAL  
 
Seller:  IDENTRUST provides digital identities and is 
expected to generate $14 million in sales in 2014.  They 
are based in SF and have 63 employees.  
********************************************** 
Buyer:  AMERICAN ALARM AND 
COMMUNICATIONS 
 
Seller:  AAA CUSTOM ALARM SYSTEMS is an 
alarm company based in Warwick, RI. 
********************************************** 
Buyer:  ASG is an alarm company. 
 
Seller:  NATIONAL ALARM SYSTEMS is based in Ft. 
Lauderdale, FL and has 36 employees. 
********************************************** 
Buyer:  UNIVERSAL PROTECTION SERVICE 
 
Seller:  INTERNATIONAL SECURITY 
MANAGEMENT GROUP provides security and risk 
management services.  HQ are in Atlanta, GA. 
********************************************** 
Buyer:  KABA provides of access control solutions.   

Seller:  TASK SISTEMAS DE COMPUTAÇÃO 
provides Workforce Management, Access Control, 
Closed-Circuit Television and ID Solutions.  HQ are in 
Brazil.   
********************************************** 
Buyer:  B SAFE is an alarm company. 
 
Seller:  TATRA SECURITY SYSTEMS and RADAR 
SECURITY SYSTEMS are both alarm companies.  
Tatra has HQ in Franklin Lakes, NJ while Radar’s HQ 
are in Mantua, NJ. 
********************************************** 
Buyers:  CARLYLE GROUP is a VC Firm. 
 
Seller:  TYCO FIRE & SECURITY SERVICES 
KOREA CO. LTD. is a division of TYCO (NYSE: 
TYC).  Based in Seoul, it is expected to have fiscal 2014 
revenue of around $600M.  
********************************************** 
Buyer:  ADS SECURITY is an alarm company. 
 
Seller:  ADVANCED ELECTRONIC SOLUTIONS 
(AES) and GUARDIAN SECURITY SYSTEMS are 
alarm companies with HQ’s in Alabama.    
********************************************** 
Buyer:  L-3 COMMUNICATIONS (NYSE: LLL)  
 
Seller:  DATA TACTICS CORPORATION has around 
200 employees and provides big data analytics and cloud 
computing solution services.  HQ are in McLean, VA. 
********************************************** 
Buyer:  VYANET OPERATING GROUP is a systems 
integrator and alarm monitoring company. 
 
Seller:  GUARD PRO PROTECTION SERVICES has 
HQ’s in Tucson, AZ.  

       March 2014             Volume X,  Issue 1 

The Security Finance Newsletter is a service of Peter 
A. Sokoloff & Co.  It is distributed quarterly to owners, 
CEOs, CFOs and corporate development executives in 
the Security Industry.  
 
The Security Finance Newsletter is a copyright of Peter 
A. Sokoloff & Co. © 2014.  Permission to reprint/
distribute excerpts of the full newsletter is granted, 
provided the following attribution is included:  
“Reprinted with permission. © 2014 Peter A. Sokoloff 
& Company, Glendale, California.” 

The information in this newsletter is provided strictly for informational purposes to Security Industry senior 
executives.  Sokoloff & Co. makes no representations as to its accuracy.  Sokoloff & Co. does not advise public 
investors; therefore this information should not be used for investing purposes. 

 550 North Brand Blvd.    Suite 1650    Glendale, CA 91203 
(818) 547-4500, fax (818) 547-4388, www.sokoloffco.com 

-10%
-5%
0%
5%

10%
15%
20%
25%
30%
35%
40%

Sokoloff Security Index

Nasdaq Index Sokoloff Index Dow Index



 

 

AN INTERVIEW WITH JOHN 
MOSS, PRESIDENT OF 

S2 SECURITY 
 
This quarter Sokoloff and Company does a fol-
low up interview with John Moss, CEO of S2 
Security Corporation - an independent manu-
facturer of IP-based physical security and video 
management sytems.  We talked with Mr. Moss 
in January 2009 and are checking back in to see 
how the industry has changed in regards to the 
Cloud and what predictions have come true as 
well as what goals have been reached by S2.   
 
The last time we interviewed you, you were quot-
ed as saying “What interests me 
about the security field is that it 
changes, but in a way that’s man-
ageable.  It has an appreciation 
for technology but moves at a 
pace that’s accessible and it 
doesn’t require a huge invest-
ment.”   
 
With all the talk on cloud applica-
tions and the race to change over, 
does your quote still hold true and 
how do you feel the industry as a 
whole is embracing the new tech-
nology? 
 
The one thing to remember about 
the electronic physical security 
industry is that it tends to lag tech-
nology in general by 5 to 10 years.   
Back in 2004 we introduced a 
product that uses a web browser 
and an IP network to control ac-
cess control and alarm devices on 
the property – today we still have 
almost no competitors in this area.   
This has been a plus for us being 
ahead of the curve, but we also 
have to be aware that we can’t be 
too much ahead.  We have to be 
astute observers of technology, 
not picking up on every trend, 
but determining which will be 
successful and easily adoptable 
in the market.  
  
I think the industry as a whole is 
embracing cloud technology but most of the 
physical security players are not about selling 
tech but about selling hardware.  The big guys 
don’t often make investments in it.  You see 
startups embrace cloud technology and try to do 
things with it – some of which make sense and 
some which don’t.  For example, there’s a lot of 
talk about putting video in the Cloud and there 
are companies attempting this.  But if you look 
at the economics of loading video into the Cloud 
and how practical it is, it’s been lackluster.   You 
might like the idea of giving a customer the 
ability to store video off site on the Cloud, but 
when you look at the amount of bandwidth nec-
essary, the equipment needed, and how long it 
takes (you have to be selective with what you 

store because of the Internet bandwidth re-
quired) it becomes expensive and impractical.    
 
People often refer to companies like Apple TV, 
TIVO and Roku as an example of how fast video 
can stream from the cloud.  But what they forget 
is that when you’re watching a movie, you’re 
watching ONE camera, vs. security which can 
have many.  So, on the surface it’s a good idea, 
but practical limitations which are bigger than 
the security industry get in the way of making it 
realistic.   
 
What do work are ideas such as putting ac-
cess control in the Cloud like what BRIVO 
has done. This makes much more sense because 

it doesn’t suffer the technical problems that vid-
eo does.  But, it also doesn’t add a lot of value.   
Sure it’s nice to have an access control system 
off site, but monetarily it may not be that much 
of plus.   
 
We believe where cloud service does have 
impact, is in health monitoring; where you 
monitor how systems are doing within a space. 
 
What exciting avenues do you see for S2 with 
regards to the Cloud?   
 
As mentioned above, health monitoring is one 
way the Cloud really can be useful.   We’re cur-
rently building a system such as this right now.  

Customers will opt in to receive the service, 
which will be billed yearly.  We’ll also sell the 
product with software updates and a technical 
support plan.  The cloud monitoring system 
tracks systems on site and will tell us if some-
thing is working.  If it’s not then an email will 
go out to the integrator to fix the problem.  This 
is very useful - especially when it comes to vid-
eo systems.   Often, people don’t watch video in 
real time so they don’t know their cameras have 
failed.  We’re looking to predict the failures 
before they happen.  

 
Health monitoring in the cloud is handy 
for systems of all sizes – the small guys 
want it because they have no security 
department, no one to look at whether 
things are working correctly or not; the 
big guys want it because they have so 
many systems and it makes their job a 
lot easier to pinpoint which products 
aren’t working. 
 
Back in 2009 you told us that S2 was 
growing more than 30% a year due to 
the types of web technology products you 
were developing.  Has the industry 
caught up with you and how do you con-
tinue to keep your market share?  
 
Currently we’re growing about 34% a 
year which is still way ahead of how fast 
the addressable market is (5% - 8%).   
Has the industry caught up with us?  No.  
In fact, I’m always amazed that they 
haven’t done better.  About 10% out 
there are really in the know technologi-
cally but 90% are still behind.   
 
I think we are able to keep and grow our 
market share because we have such a 
range of products – you can put what we 
have in a house or in a really large dis-
tributed network – such as a pharmaceu-
tical or insurance business.  Sure, there 
are degrees of sophistication between 
those, but we have the full range of prod-
uct.  Further, most companies have a 
surprisingly small tech development 

area; their sales department is huge while their 
engineering department is small.  At S2 they’re 
nearly the same size.  This gives us a distinct 
advantage – provided that we continually inno-
vate. 
 
There is a lot of concern about security when 
using the Cloud.  How does S2 keep data safe 
and what types of systems are in place to make 
sure that anything that is lost can be recovered? 
 
The first thing to realize is that all cloud systems 
get hacked.  You have to expect that if there’s 
data of any value, someone is going to try and 
get it.  But, there are also standard types of secu-
rity and defense measures so it’s not too difficult 

“We have to be astute observers of technology, 
not picking up on every trend, but determining 

which will be successful and easily adoptable in 
the market.” 

This notice appears as a matter of record only. 



 

 

to find solutions.   Also any company dealing in 
the Cloud has to be completely concentrated on 
security because they know if they fail and 
information is stolen, their company will most 
likely fail as well.  So, there’s huge attention on 
making sure protocols are followed.   We have 
to focus on it especially when we sell to large 
scale enterprises as we will find ourselves in 
front of the CIO and have to explain how we 
protect their assets.  With some work you learn 
techniques to keep information safe and it’s 
never been a stumbling block for us. 
 
Tell us about customer support and the Cloud? 
 
It’s way better for the customer to have 
things in the Cloud when 
it comes to support.  For 
example, in the old days, 
when you would call the 
cable company about a 
problem, they would have 
to send a truck out to you, 
you’d have to sit and wait 
for them all day, and 
they’d be in your space 
while you were trying to 
work.  With the Cloud 
available, the customer 
support person can imme-
diately look at your system 
and tell you the status of 
what’s wrong and advise 
you on how to fix it.  From 
a service standpoint, the 
Cloud is terrific. 
 
Is it hard for companies to 
switch over to your sys-
tem?  How do you make 
this a smooth transition 
especially for businesses 
which are old school?   
 
There are two pieces re-
quired for a smooth transi-
tion.  Technology and 
service.   On the technolo-
gy side, we build to be 
able to migrate systems, 
sometimes replacing hard-
ware, sometimes software.   
On the service side we 
have a team of professional service folks in 
communication with the customer helping to 
keep things running smooth.  
 
How do you anticipate the Cloud changing the 
security world over the next ten years? 
 
Let’s think about 10 years ago in 2004 – the 
question would have been about mobile devices 
and solid state disks for storage.   Today, those 
have both changed not just the security industry 
but life in general.   So cloud technology will 
change not just the security industry but every-
thing just as mobile and solid state disks did.   
 
The smarter security systems manufacturers 

will find a way to leverage those technologies 
and use them to create great products.   
 
When we spoke to you in 2009 you said that 
“Five years out we see a range of products 
including large to small scale systems, proprie-
ty and service monitoring.”  Are you in position 
to bring those to market this year?   
 
We are right on track.  Health Monitoring will 

go into effect at the end of year and we have 
developed both large and small scale systems - 
in fact, we have the largest of the large and 
close to the smallest of the small.   
 
The economy has changed a lot since we talked 
to you last.  Back in 2009, you stressed the need 
to have an increased emphasis in lower cost 
systems that weren’t so capital intensive.    Did 
you maintain this ideal and has it changed?  
What is your focus now? 
 
The ideal has definitely changed because the 
market has changed.  In 2009, due to the poor 
economy, companies waited to upgrade and/or 
downscaled personnel and didn’t need quite as 

much.  In the middle of 
2013 we saw a shift.  There 
was a pent up demand for larger scale sys-
tems and freer capital spending.  We expect 
this to continue through 2014.   A lot of very 
large companies are now looking to expanding 
and improving their building systems.   
 
Therefore, we have introduced some large sale 
systems and these sell very well.  That is not to 

say that we have lost our focus on the middle 
market – this is actually the largest area for 
us.  We’ll sell a couple dozen large systems 
over the year whereas in the middle market 
we’ll scale about 400 systems a month.  So 
we are keeping our eyes on both markets.  
 
How is S2 planning to grow – organically or 
through mergers and acquisitions?  Where do 
you see the company five years from now? 
 
We always grow organically where we can, 
where it makes sense.  The challenge with 
M&A is that most candidates are behind us 
technologically.  The larger companies’ sell-
ing point may be that they have a large cus-
tomer base and a large sales force; but S2 
already has both of those.  So, M&A is not so 
obviously attractive to us.  We’re more like 
an Apple or Google that if we were to ac-
quire a company it would be in cherry 
picking tech. 
 
We have a very strong growth trend, we run 
regression numbers and it’s a nice line.  We 
expect that five years from now, S2 will be 
around four times the current size.    

Do you receive our free weekly e-mail  
Security Newsletter Update?  If not, please 

adjust your spam filter or sign up easily  
on-line at www.sokoloffco.com. 

 
While at our website, surf around.  
There’s plenty of useful information,  
including valuation case studies and our 
archive of newsletters tracking historical 

industry performance.  

“Always do right.  This will gratify 
some people and astonish the rest.” 

‐ Mark Twain (1901) 

Contact 
Sokoloff & Company 

 
Please contact Bernie Walko, 

Managing Director 
for a confidential consultation about 

your company’s merger and  
acquisition needs. 

818-547-4500 
bwalko@sokoloffco.com 

JOHN MOSS 
President, S2 Security Corporation 
 
John has been in the security industry for 25 years. During this time he founded and 
served as CEO of Software House (now a unit of Tyco International) and has provided 
the vision behind several generations of integrated systems technology. 

This notice appears as a matter of record only. 
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